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Server Requirements: Microsoft IIS Server

New Installation:
1. Copy the entire system directory to the wwwroot (or website root) folder of the http server.
2. Set the permissions for the database folder so that “Internet Guest Account” has full access to modify the database files
3. Open up mainmenu.asp, db_pwd_open.asp, and db_open.asp and make sure the paths to the database files are correct.
4. Now create the files C:\diagnostics.txt and C:\text.txt and set user permissions to “Internet Guest Account” to full permission.
Running both Old and New Systems Concurrently:
1. Prepare the database. Import the USER table from dbPWD.mdb into the dbNVS.mdb database file. This removes the pointer in the dbNVS.mdb to the USERS table which was located in the dbPWD.mdb file. Now you can delete the dbPWD.mdb file.

2. Open up the USER table and select the Change Password checkbox for each user so that is set to True (X).

3. Now to update the old system for password encryption and the database update you need to replace the following files (located in NVS):

db_open.asp

db_pwd_open.asp

change_password.asp
x_check_login.asp
x_change_password.asp
Replace the above files with the new system files which are all located in the NVS folder.

By replacing these files the following features get added: 
Password Encryption, One database file support, User Initiated Password Recovery.

4. Copy the entire system directory to the desired new system root folder of the http server.

5. Open up mainmenu.asp, db_pwd_open.asp, and db_open.asp and make sure the paths to the database files point to the old system’s database files.

6. User permissions have already been setup by the old system so there is no need to redo the permissions. (Unless you move the database file around in which case permissions need to be set.)
